
Logsign Next-Gen SIEM & 
Palo Alto Networks

Solution Brief

Improving Security via Automated 
Actions On Firewalls



Logsign Next-Gen SIEM & Palo Alto Networks

Logsign and Palo Alto Networks have partnered
to deliver heightened awareness to enterprises. Integrated 
seamlessly, Palo Alto Networks next- generation firewalls 
send logs into Logsign via Syslog in a rich context including 
all user and application activities.
In addition to detecting any anomalies on a single or 
multiple IP addresses, this seamless integration allows 
Logsign to take automated actions on firewalls.
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Logsign reads the pre-defined rules and rule fields such as source, destination, action and many others on Palo Alto 
Networks firewalls. If there is a match between the detected IP address and the rules, Logsign adds that IP address to 
the dynamic IP list. By the way acts automatically as it is defined in that rule.

Consequently, Logsign response automatically on behalf of the IT teams by automatically modifying Dynamic IP lists, 
blocking IP addresses, adding new ones or deleting that ones from the list in regard to the rules that are predefined on 
firewalls.

Real-Time Anomaly Detection via Clear & User- Friendly Dashboards

 How Does Logsign Response Automatically?

About Us
Logsign was established in 2010 to enable cyber security practitioners to work more efficiently with smart, clutter-free and next-generation 
softwares. Securing the IT systems and managing cyber security operations should not be so complex, time consuming and over-priced. This is why 
we developed our smart and simple-to-use SIEM and SOAR softwares considering the market’s current and future needs.  Automation starts the 
new era in cybersecurity. We believe with this era, automation handles the manual workload of humans upto 98%. Thus, efficiency in cybersecurity 
operations is not a dream anymore. SOAR software is in the heart of operations enhancing security teams work in a smart, collaborative and 
effective environment. You can’t protect before you see and detect. Collecting any data, visualizing and turning into actionable intelligence are 
possible via our infinitely scalable and cluster SIEM. With 10 years of experience, Logsign is a sincere team player for all internal & external parties, 
trusted by more than 500 enterprises, ministries and state agencies.
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